
8 IN 10 
BUSINESSES
aren’t ready for the 

Digital Operational 

Resilience Act (DORA)

HANDD conducted a survey of cybersecurity 

professionals in the UK. 80% aren’t working towards 

a plan to conform with DORA regulations.

- - - - - - - - - - - - - - - - - - - - - - - - - - - - - - - - - - - - - - - - - -

Our DORA guide outlines how the new regulations could impact your 

organisation and what you need to do to achieve compliance.

www.handd.co.uk Survey conducted by HANDD Business Solutions Ltd, Dec 2023

80% of cybersecurity 

professionals aren’t working 

towards a plan to conform with 

DORA regulations

Only 22% of 

organisations are 

confident they understand 

the changes required 

48% don’t know whether

their organisation has identified 

the required changes that will be 

required under DORA 

35% haven’t 

considered which 

tools to use for reporting 

breaches under DORA

57% don't know

if their organisation is already 

performing Threat Lead 

Penetration Testing

6 in 10 don’t know 

whether their organisation 

has an Incident Classification 

Framework in place

New DORA regulation focuses on third-party risk assessment

Three main challenges were identified from our survey: 

Identifying risk profiles1 Mitigating risk profiles2

Correctly identifying 

third-party suppliers3GET OUR FREE DORA GUIDE HERE

https://www.handd.co.uk/dora-regulatory-guide/
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